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AML Statement - El Nilein Bank (ENB) 
1. Introduction
El Nilein Bank (ENB) was established in 1965 in Sudan. The Bnak  obtained a permit in 1976 from United Arab Emirates (UAE) authority to establish a branch in UAE. The branch officially opened and started the business activity in 1977 in  Abu Dhabi, UAE  regulated by the Central Bank of the UAE (CB UAE). ENB  is a Sariah compliant bank offering a wide range of products and services. 

The Bank is compliant with all applicable laws, regulations, and guidelines concerning AML/CTF, Sanctions, issued by local authorities and international agencies/organizations.

2. ENB Policies & Practices

El Nilein Bank (ENB), Abu Dhabi is licensed by the Central Bank of UAE (CBUAE) and comply with all relevant laws and regulations issued by the CBUAE. In addition, ENB has in place the following framework:

· A comprehensive Compliance and AML/CFT Policies & Procedures Manual

· KYC Questionnaires

· Code of Conduct (includes our policy on anti-bribery and corruption)

· Compliance & AML screening system

· Comprehensive Compliance Checklist

3. ENB Compliance Governance:

· The Appointment and Approval of the Compliance Officer & Money Laundering Reporting O​fficer (MLRO) according to CBUAE regulations (CBUAE Circular 74/2019, Article 21), who has the responsibility for oversight of compliance with relevant regulations, rules and best practices; the responsibility for oversight of all AML activity within the Bank;

· Establishing and maintaining a thorough Customer Due Diligence, identification, verification and Know Your Customer (KYC) procedures. This includes an Enhanced Due Diligence for High Risk Customers and Counterparties (i.e. Correspondent Banks, Politically Exposed Persons, Ultimate Beneficial Owners  etc.);

· In accordance with CB-UAE regulations and FATF recommendations, ENB does not deal with any Shell Bank (A bank that have no physical presence);

· Risk assessment procedures to identify customer risk based on AML/CTF risk factors.

· Ongoing Monitoring of counterparty activities and frequent counterparty reviews;

· Procedures for identifying and reporting Suspicious Transaction Reports (STRs) internally and/or to regulatory bodies (i.e. the CBUAE);

· Compliance & AML training and awareness to all  employees;

· Retention of records for the minimum prescribed periods as per local regulations;

· Appropriate reporting on Compliance/AML matters to senior management,  the Board and the Regulators .

4. Policy Derivation

  The Bank’s Financial Crime policies and procedures are endeavored to comply with:
·  Federal law No. (20) of 2018 on anti-money laundering and combating  financing of terrorism and illegal organisations

· Cabinet Decision No. (10) of 2019 concerning the implementing regulation of decree law no. (20) of 2018 on anti- money laundering and   combating the financing of terrorism and illegal organisations

· Notice No. 74/2019 re Procedure for Anti-Money Laundering & Combating the Financing of Terrorism & Illicit Organization issued by CBUAE

· Notice No. 79/2019 - Guidelines on Anti-Money Laundering and Combating the Financing of Terrorism and Illegal Organizations for Financial   Institutions issued by CBUAE
· Cabinet decision 20 of 2019 concerning the UAE list of terrorists & implementation of UN Security Council

· Financial Action Task Force (FATF) Recommendations 

· Wolfsberg Principles

· Recommendations by Basel Committee on Banking Supervision

· In addition to the above, ENB also complies with the regional and international sanctions regulations imposed by UN, OFAC, EU and HMT.

5. Control Environment 
In terms of key activities required to operate the Bank’s control environment as well as specific risk management and control responsibilities,  the Bank follows  “three lines of defense” model as under:
· First Line of Defense;- Individuals that own, take and manage risk and processes (e.g. Front office and client facing Business units etc.);

· Second Line of Defense;- Those that set Policy, Risk Appetite, and Conformance (e.g. Compliance, Risk, etc.); and 
· Third Line of Defense;- Those that provide independent assurance (e.g. Internal Audit).

6. Sanctions Compliance Policy

ENB, or any of its respective Directors or Officers nor any Agent, Employee, is a Restricted Party or has been engaged in any transaction, activity or conduct that could reasonably be expected to result in its being designated as a Restricted Party. 

ENB’s Sanction Compliance Policy ensures that the Bank complies with all applicable sanctions laws in every jurisdiction with which it may operate/trade.

· Screening customers/clients and transactions against the sanctions lists issued by the United Kingdom’s HM Treasury (HMT), the European Union, the United Nations, the Office of Foreign Assets Control (OFAC) and CB of UAE;

· Prohibiting business activity, including prohibitions on commencing or continuing customer relationships or providing products or services or facilitating transactions that ENB believes may violate applicable sanctions laws or ENB’s Sanctions Policy. 

· Investigating all customer/client alerts or transactions that are flagged in ENB’s screening systems. 

· Reporting breaches of sanctions laws to the relevant regulatory authority. This may include any attempt by a customer to evade sanctions laws;

· All relevant employees receive ongoing training on the Sanctions Compliance Policy.

· Taking immediate action to comply with the instructions of CBUAE relating to the Targeted Financial Sanctions 

· Reporting immediatlety to the CBUAE if our system provides alert of any sanctioedn individual, group or entinty.   

7. Due Diligence and Know Your Customer 
ENB has implemented a strict KYC (Know Your Customer) programme to ensure that all kinds of (prospective) customers (natural persons or legal entities) are subject to adequate identification and verification, risk rating and monitoring measures. The programme has been implemented throughout all business divisions. The KYC programme aims to obtain an understanding of the clients and entities with which the bank deals (either in a single transaction or ongoing relationship), or to which the Bank renders any service, as well as the ultimate beneficial owners of the legal entities, legal representatives and authorised signatories as appropriate.

Extra controls are implemented for business relationships with politically exposed persons (PEPs), clients from countries or industries deemed high risk, and clients that are predominantly availing banking services that are subject to high money laundering and sanctions risk (e.g. trade finance).

The Bank applies a risk-based approach towards the customer and applies due diligence and KYC requirements taking into account the risk associated with the type of customer, the business relationship, the product, the type of transaction and the origin or the purpose of the funds. Enhanced due diligence procedures are applied to customers and transactions which can present a higher risk of money laundering, sanctions or terrorist financing, PEPs and correspondent banking relationships and is subject to approval by management level, and annual review. 

8. Correspondent Banking Policy 

The correspondent banking policy describes the risks associated with correspondent banking relationships and provides a framework of core requirements and procedures. 

· As per The Central Bank of UAE’s regulations, all correspondent banking relationships are subject to enhanced customer due diligence and review. 

· In accordance with local regulations & FATF recommendations, ENB does not deal with any Shell Banks (i.e. banks that do not have any physical presence in any country). 

9. FATCA Compliance 

FATCA requires Foreign Financial Institutions (FFIs) to register with the Internal Revenue Service of USA, perform due diligence to identify US accounts and report client data to the IRS. 

· United Arab Emirates is on list of FATCA Compliant Countries as it has signed IGA Model 1 Agreement with the USA. Under this agreement, all UAE Banks will report US Accounts to the Central Bank of UAE for onward submission to the IRS of USA. 

· ENB is registered with the IRS of USA and our Global Intermediary Identification Number (GIIN) is “RNHSQG-00001-ME-784”. 

· ENB has updated its account opening documents and other monitoring procedures to capture the relevant information required for identification, classification & reporting of US persons/entities accounts.

10. CRS (Common Reporting Standard) Compliance 

· The CRS seeks to establish the tax residency of customers. Under the CRS, financial institutions are required to identify customers who appear to be tax resident outside the country where they hold their accounts and products, and report certain information to our local tax authority. The local Tax Authority may then share that information with the tax authority where the customer is tax resident.

· Under the CRS, tax authorities require financial institutions such as ENB to collect and report certain information relating to their customers’ tax status.

· We are required to validate a number of details about our customers. This process is referred to as “self-certification” and we are required to collect this information under the CRS.
11. Unacceptable Customers

Nilein Bank does not establish any business contractual relationship with (i) Sanction Persons and who are possible involvement in criminal activities, (ii) Persons with businesses in which the legitimacy of activity or source of funds cannot be reasonably verified, (iii) Persons refusing to provide the required information or documentation and (v) Entities whose shareholder/control structure cannot be identified.
12. Identification and Reporting of Suspicious Transactions

It is a requirement that appropriate scrutiny and monitoring of transactions, account activity and customers are undertaken in order to identify unusual and potentially suspicious activity. Monitoring of transactions and account activity are undertaken applying a risk-based approach and having regard to the size and nature of the business. 

The monitoring programme includes strict identification requirements, name screening procedures, the requirement to periodically monitor client behaviour and to re-assess transaction behaviour of existing clients against the known client profile. The Bank monitors customers' financial movements and review unusual or suspicious transactions as required by regulations. 
Management and staff must use all reasonable eforts to ascertain the expected nature of the client’s activities and to monitor this against the actual account activity.

All Nilein Bank staff are required to report any unusual/suspecios activity or client transactions immediately to their supervisor or the designated Money Laundering Reporting Officer. The MLRO is responsible for the review of the reported cases and if there are local legal or regulatory requirements for reporting suspicious transactions/activities, all validated cases are to be reported as required to the Regulator, i.e. CB-UAE. 

13. AML Training

Nilein Bank Human Resources Department works meticulously with the Head of Compliance to develop Annual structural mandatory training programs based on typologies and new internal and external risks. The purpose of training to strengthen the knowledge of the Bank’s employees in money laundering risk indicators, assessment of this risk and establishing mitigation measures, to work more effectively and identifying suspicious transactions. The orientation training sessions in AML/KYC/ CTF and Sanctions are mandatory for newcomers and others according to the job level, accountability, and responsibilities.
14. Records Retention

Nilein Bank has a record retention policy according to CBUAE regulations (CBUAE notice 74/2019, Article 24), which five years from the date of termination of the business relationship or the (i) date of account closing, (ii) after the completion of a casual transaction, (iii) from the date of completion of the inspection by the Supervisory authorities, (v) from the date of issuance of a final judgment of the competent judicial authorities, all depending on the account situations.

15. Independent Review

Nilein Bank has an independent audit function to test the effectiveness and adequacy of its internal policies, controls, and procedures relating to the Financial Crime Framework, combating the crimes of money laundering and the financing of terrorism and illegal organizations.

16. PATRIOT ACT Certification

Pursuant to the USA PATRIOT Act and final rules issued by the U.S. Department of the Treasury, a U.S. bank or a U.S. broker-dealer in securities (a “Covered Financial Institution”) is required to obtain certain information from any “Foreign Bank” that maintains a correspondent account with it.

As permitted by the final rules, ENB will gladly provide a PATRIOT ACT Certification for your records. 

17. Communications and Reporting

Communications accessible to you if you are inquiring about any issue or reporting any incident of Financial Crime relates to the Bank you may contact  us at email (compliancehelpdesk@nileinuae.com)
Dr. Shamseldin Hassan

Compliance Officer (Head of Compliace Department)
